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Q1: What EA policies help support integration with “other” agency 
management processes? 
 
*1st  habit of highly effective architects: “Be proactive” 
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Q1: What EA policies help support integration with “other” agency 
management processes? 
 
Lesson learned: Advance planning for EA and all its context as investments 
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Q1: What EA policies help support integration with “other” agency 
management processes? 
 
Case study: Risks of not using EA to plan agency investments 

• Typically, O&M is funded and planned at 20-
23% per year 
 

• Hundreds of IT systems, networks, 
applications and databases already in 
operation 

 
• Tens of projects in development (some 

deliver in FY07 and some in FY08 and some 
delivered in FY06) – inconsistent O&M 
allocations 
 

• 45 enhancement requests planned for FY08 
 

• Life Cycle Management and IT Governance is 
mitigating the problem with Lifecycle cost 
methodology – but enforcement challenges 
remain 
 

• Resource allocation to competing priorities 

The IT support environment can be hit with huge staffing, operations and maintenance 

costs as a result of planned and unplanned projects 

“The O&M Tsunami” 
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Additional Lifecycle Planning Factor (30<x<50%) should be included for all DME Projects 

The Great Wave Off Kanagawa  - From "Thirty-six Views of Mount Fuji"; 1823-29 (140 Kb); Color woodcut, 10 x 15 in; Metropolitan Museum of Art, New York 



Q2: How does one establish collaborative EA governance involving mission 
programs in activities such as the unification of IT standards and services? 
 
*2nd habit of highly effective architects: “Begin with the end in mind” 
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Q2: How does one establish collaborative EA governance involving mission 
programs in activities such as the unification of IT standards and services? 
 
Best practice: EA Consolidated Systems Portfolio = Improved FISMA Performance 
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When managing the security of the FBI’s 

information and technology assets, 

there often exists only one chance to 

close gaps.  This requires careful 

alignment of (Certification & 

Accreditation) boundaries and the 

Enterprise Architecture’s master 

systems list to form one, consolidated, 

IT portfolio.   This results in more 

effective assessment of systems’ risks  

and enables more efficient security 

operations such as distribution of 

security patches.  



Q3: How can architects reach out to internal stakeholders and help them 
understand and gain value from their agency EA? 
 
*3rd habit of highly effective architects: “Think win-win” 
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Technology Technology 

Q3: How can architects reach out to internal stakeholders and help them 
understand and gain value from their agency EA? 
 
Best practice: Terrorist Screening Center (TSC) “Line of Sight” 
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Q4: What are the EA decisions and how does one make them key milestones 
in the Systems (solutions) Development Lifecycle (SDLC)? 
 
*4thHabit of highly effective architects: “Put first things first” 
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Q4: What are the EA decisions and how does one make them key milestones in 
the Systems (solutions) Development Lifecycle (SDLC)? 
 
Case study: Example: FBI Evolution to “Incremental Development Cycle” 
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Q5: What are best practices (within EA programs and in mission decision-
making) regarding EA Governance? 
 
*5th Habit of Highly Effective Architects: “Seek first to understand”  

An example: FBI’s EA Segments are individual building blocks describing the 

core mission, capabilities (business services) or common/shared services 

that comprise the FBI’s Enterprise Architecture.  
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The FBI is moving towards a capabilities driven, service-oriented architecture 



Q5: What are best practices (within EA programs and in mission decision-
making) regarding EA Governance? 
 
Case study: IAFIS Core Service -- CJIS Electronic Ten-Print Submission (Criminal)  
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Q5: What are best practices (within EA programs and in mission decision-
making) regarding EA Governance? 
 
Case study: IAFIS Core Service – Latent Fingerprint Submission  
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Q6: Why leverage EA to identify and integrate “touch points” for data 
exchange services, inter- and intra-agency, within lines of business? 
 
*6th habit of highly effective architects: “Synergize”  
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UNCLASSIFIED 

  

Q6: Why leverage EA to identify and integrate “touch points” for data 
exchange services, inter- and intra-agency, within lines of business? 
 
Case Study: Reducing the complexity of intra- and inter-agency communications 
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Example: FBI 

24x7x365 EOC 

24x7x365 ESOC 



UNCLASSIFIED 
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Q7: What are best practices for using EA to streamline your investment portfolio, 
reduce duplications and drive mission alignment of IT and other investments? 
 
*7th habit of highly effective architects: “Sharpen the Saw”  

*Based on “7 Habits of Highly Effective People” by Stephen Covey 
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UNCLASSIFIED 

Q7: What are best practices for using EA to streamline your investment portfolio, 
reduce duplications and drive mission alignment of IT and other investments? 
 
Case study: Putting it all together / EA as a means of achieving business value 
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